
 
 

Password Changes in Outreach  
 
Outreach uses the same security account as the eCentral EMR to control access. Due to technical limitations of the 
Outreach product, however, it is not currently possible to change an eCentral password from Outreach when it expires.  
 
Note: Central Washington Hospital requires “strong”  passwords for user access. Passwords must meet the  
following criteria: 

·  Cannot contain your user account name 
 

·  Contains characters from three of the following four categories: 
o Uppercase characters (A through Z) 
o Lowercase characters (a through z) 
o Numeric digits (0 through 9) 
o Non-alphabetic characters (e.g., !, $, #, %) 

When a password expires while attempting to log into Outreach, the screen does not specifically say that it is expired—
just that it is invalid. You will see the following screen: 

 

If you click the “Change” link to the right of the Password label, you will be taken to the eCentral Web Portal at: 
https://ecentral.cwhs.com/prodsso/auth/login.aspx 
 

(cont.) 
 



You will see the following login screen. Log in using you current password. 
 

 
 
The following change Password page will appear. Enter you current password in the “Old Password” field, then the newly 
selected password in both the “New Password” and “Confirm Password” boxes. 
 

 
 

(cont.) 



 
The following confirmation box will appear: 
 

 
 

After Clicking “OK”, you will be logged in to eCentral Web Portal. You can then close this window and log in to Outreach. 
 

 
 


